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Abstract of the contribution: This paper discusses the work ahead of us for ProSe in rel-12 and defines what is in scope of SA2 and what is not in scope
Introduction

Before we start to work on the architecture proposals and solutions underlying The ProSe work item, it is in order to fully understand and agree on the areas of work which are in scope of SA2 and the areas of work which are in scope of other WG’s or TSG’s or even outside 3GPP responsibility. This paper attempts to walk us though the expected issues we need to resolve and tries to identify the things that 3GPP should focus on with highest priority.

Discussion

One of the most important features of Rel-12 has been confirmed by SA#58 to be the addition to the LTE system of the capability to establish direct communications between LTE-capable devices. The main driver for this has been identified to be related to Public safety applications, where the system needs to enable some form of voice and non voice communication between public safety agents even in absence of infrastructure, e.g. in disaster situations or in areas not well covered by the system. However other applications than public safety are also in scope and actually solutions which could accommodate public safety applications and non public safety applications when the system coverage is available should be pursued.

Direct communications between devices can happen in two main forms:

1) A device broadcasts information. Devices which can receive this information and decode it (e.g. because they are part of the same communication group and share the encryption keis) are then in communication with the sender.

2) A device unicasts information to a specific communication peer

(note: multicast direct communications may happen via broadcast or bundling of a mesh of Point to point links):

In situation 1), the discovery process is unnecessary, while in situation 2) the sender and receiver need to mutually discover one another before communication may occur

To address situation 2, therefore, a discovery mechanism is required. The discovery mechanism, in general,  may or may not then be used for subsequent direct communications, albeit the spirit of ProSe work, especially for public safety, does imply direct communications would ensue the discovery phase. The discovery of a UE implies subsequent ability to communicate with it. Once UE’s discover one another they are also subsequently managing their discovery status in that they will have to keep periodically checking they are still in proximity, i.e. able to communicate directly. So we do need to specify a discovery maintenance function dedicated to maintaining the peering relationships after discovery.

The discovery and communication services offered by ProSe are to be made available to applications which control when the UE needs to discover or be discoverable, and when to establish direct communications or not. These applications directly control whether a UE can be a peer of another UE in ProSe communications. This may be based on a number of attributes and primarily based on identities and membership of these identities to application specific groups.

It is therefore in order to analyze all the separate aspects involved in the ProSe capability and understand what impacts SA2 and what lies outside SA2 scope.

ProSe Applications Interaction with the 3GPP system

There are a number of ProSe Applications. One class of them, as already stated, is the public safety one. Others are non- public safety applications which are difficult to anticipate or point out. However, it is clear that both classes of applications are outside 3GPP scope. However the 3GPP system and these applications need to interact, so it is foreseen that these issues need to be addressed:

1) Whether  to optimally manage and trigger the discovery mechanism (it is pointless for a UE to attempt to discover neighbours if there are none in the geographical area close to the UE).

2) Whether to map application layer identities and their membership of any groups to 3GPP level identities and group identifiers (if any).

3) How to authorize discovery and communications capabilities on a per application basis.

4) How to address applications specific requirements like ability to discover but not to be discovered, or vice versa.

ProSe Discovery

The discovery process is makes it possible to determine whether two devices are in a condition to be able to send data to one another directly using ProSe communications . Most of the work on discovery is expected to be a RAN effort. However for SA2 it is possible to conceive that these aspects are in scope:

1) Optimisation of the discovery process (i.e. enter in discovery mode only when it is likely to find someone, unless the user imperatively requests discovery at a given time).

2) Authorization of discovery capability in presence or in absence of infrastructure.

3) Authentication of discovery (if necessary as a distinct function from communication establishment).

4) Identities used for discovery and mapping of these identities to application layer  identities (whether group or individual identities).

5)  Discovery in Prose relay Case

SA2 should not be responsible for the decision whether direct signals between devices are used or whether the network is the entity which determines whether two UE’s are in proximity. Of course SA2 shall also not be involved in any of the lower layers aspects of the discovery solution when two UE’s are not in network coverage. However it can be possible for SA2 to provide guidance as to whether the RAN-level solutions for discovery in network coverage and outside network coverage should have some degree of commonality and ability to face sudden loss of coverage, especially valuable for public safety case.

SA2 is also not responsible to find ways to avoid interference with normal network operation . From SA2 perspective this should be considered a problem solved by RAN.

ProSe Communications

ProSe communications involves not only the aspect of transmission of direct communication signals to a communication peer. It also involves the process of getting the network to authorize the establishment of communication and to enable it if it is under network coverage, as well as determining whether the conditions for transmission are met for Non public safety applications. The aspect of enabling transmission from a radio Layers perspective is in RAN scope. SA2 should be involved in aspects such as

1)  Direct communication bearer establishment between two peers in communication in presence and  in absence of infrastructure

2) Direct broadcasting  capability enablement for group communications in presence and  in absence of infrastructure

3)  Whether small communications groups should be via mesh of point to point links or whether the broadcasting capability should be always used in group communications.

4) The management of ProSe communication groups 

5) Address assignment and management in communication links

6) ProSe Relay communications

ProSe system architecture

Of course this is in scope of SA2. SA2 needs to study at least these aspects

1) What functions are allocated to which elements in the system

2) The interfacing to the applications layer in the  network

3) Subscriber data or data storage necessary for ProSe

4) Prose overall procedures above Radio layers

Security aspects have  to be addressed by SA3

OAM and charging aspects need to be addressed by SA5, as usual.

Conclusion

In this paper we addressed some key aspects we need to address in the ensuing work on ProSe. A companion paper  S2-13xxxx proposes some initial architectural considerations.
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